BRAKC

SECURITY EXPERIENTCE

SOLUCOES DE SEGURANCA
PARA O AEROPORTOS

SAFETY E SECURITY EM AEROPORTOS

Oferecemos solugdes tecnolégicas inovadoras e estratégicas
para aeroportos que buscam maxima seguranga e eficiéncia
operacional.

Nosso portfdlio integra controle de acesso inteligente,
monitoramento avangado e infraestrutura de rede robusta,
garantindo maior visibilidade operacional, resposta agil a
incidentes e otimizagdo de recursos.

Com tecnologias de alto desempenho, ajudamos aeroportos a
reduzir riscos, evitar prejuizos e operar com mais confiabilidade
e continuidade.

CONTROLE DE ACESSO

Necessidades: Solugao:

Gerenciamento efetivo de pessoas e atividades

realizadas nas areas restritas dos aeroportos.

Problemas:

e [Falta de controle de acesso de funcionarios

e terceirizados;

e Vulnerabilidade com o uso das chaves

(perda, copia indevida, falta de controle).

Beneficios:
e Facilita a gestao;

e Reduz a vulnerabilidade com a coépia das

chaves;

e Auditoria e gestao centralizada.

Solugaodecontroledeacesso paraautenticacao
dos funciondarios e terceirizados, permintindo a
entrada em horario e local definido pela equipe
de gestao.

O sistema permite a abertura da porta remota
a partir do centro de operagdes pelo operador.

A operacao é registrada e podera ser auditada.

..




DETECTORES DE INTRUSAO

Necessidades: Identificar movimentagéo

suspeita em areas criticas.

Problemas:

® |dentificar movimento  suspeito em

ambientes criticos,
® Minimizar tentativa de ameacgas;

e Area perimetral muito grande, descampada
e desertas.

Solucao:

Uso de Central de Alarme e sensores de
intrusao distribuidos nos ambientes. A solucao
é integrada com outros controle de acesso
e CFTV, permintindo atuagao do centro de

operagdes de forma assertiva.

SISTEMA DE SONORIZACAO

Necessidades:

Envio de mensagens informativa de voz em

ambientes comuns e areas criticas.

Problemas:

e Ambientes comuns amplos com alto nivel
de ruidos;

® Ambientes restritos sem sonorizacao.

Beneficios:

e Permite a equipe de segurancga ter um
trabalho proativo para combater a intrusao
em tempo real, diminuindo o tempo de

reacao da equipe de segurancga patrimonial.

Solucao:
Sistema de sonorizagao Bosch

integrado

com os sistemas de detecgao de intrusdo e
monitoramento de videos (CFTV). A integragao
possibilita o envio de alertas ao operador onde
O primeiro combate pode ser realizado através
do sistema de sonorizagao, informando ao
suspeito que a area é privada e/ou com alto
risco de acidente e que a equipe de seguranca

corporativa estd se deslocando ao local.

Beneficios:

e |nformacgdes mais claras ao publico;
e Reduz notempo de resposta;
e Combate imediato;

® Minimiza a continuidade da agao.



SOFTWARE

Solucao:
Foi utilizado uma plataforma de integragdo
para gerenciamento de sistemas de seguranga

fisica, que permite:

#selection at the end -add e Criar planos de acbes para que os

_ob.select= 1
ler_ob.select=1

operadores saibam o que fazer sem a
Necessidades: necessidade de ter expertise no processo;

Gerenciamento e andlise centralizados; ) . )
® Proporcionar uniformidade de acles

Problema: independente do operador. Isto também

e Auditoria e correlacdo de eventos de permite uma equipe de operagdo menor

diferentes disciplinas de seguranca (video, e com menos expertise de processo e

acesso, intrusdo, sonorizacéo e incéndio); software.

e Falta de automacdo de tarefas, o que e Permite auditoriacompletacom correlagao

consome tempo do equipe de operacio de eventos entre todos os sistemas de
que deveria conhecer os aoftwares para SElIrElGEy
dar comandos. O que implicava em e Permite automacgao de tarefas que podem

necessidade de conhecimento prévio do ser feitas pela plataforma integrada de

operador; gerenciamento de sistemas de seguranca

e Faltade um planodeacao, para uniformizar fisica. O que permite que o tempo dos

as reacdes de operadores diferentes para operadores seja utilizado para outras

diante de situc®es similares. atividades.

Beneficios:

e Automatiza tarefas entre os sistemas de seguranca para reduzir a necessidade de agao do
operador (pop-up de eventos, analise de imagens geradas pelas cameras, alarmes de intrusao,
geracao de mensagem pré-gravada, abertura de portas para acesso autorizados);

e Realiza automaticamente a correlagdo de eventos para diminuir o tempo de auditoria, além
de uniformizar procedimentos e diminuir a necessidade do tamanho da equipe do centro de

operacao;

e Possibilidade de Analise Forense para ocorréncias auxiliando autoridades na montagem de

casos/invesstigacdes.



SISTEMA DE MONITORAMENTO COM INTELIGENCIA (CFTV)

Necessidades:
Monitoramento inteligente dos ambientes
para identificagdo de movimentagao suspeita,

atitudes suspeitas e outras ocorréncias.

Problemas:

® Monitoramento passivo das imagens;

e Falta de gravagdo das imagens para

auditoria interna;

e Falta das imagens de ocorréncias causadas

por invasores para servir como prova.

Solucdo:

Com o monitoramento inteligente, todos os
eventos que ocorrem geram pop-up de videos
no centro de controle para que o processo nao
dependa da analise simultanea de video pelo
operador. Dessa forma, automatizamos tarefas

evitando que eventos passem desapercebidos.

Beneficios:

Gestao centralizada;

Armazenamento local, centralizado ou
distribuido;

Uso das imagens para auditoria;

Uso das imagens como prova dos

procedimentos adotados sobre os alertas
enviados aos invasores;

Analiticos que possibilita analise
automaticas das imagens.

Possibilita acompanhar as atividades das

equipes em campo.



